
Corporate Privacy Officer Job Description SAMPLE

The Corporate Privacy Officer oversees the development and implementation of corporate-wide privacy principles, policies and practices. The Corporate Privacy Officer is responsible for coordinating all corporate activities with privacy implications, as well as monitoring all of the organization’s services and systems to assure meaningful privacy practices. The Corporate Privacy Officer also advocates and protects patient privacy by serving as a key privacy advisor for patients. Officer also advocates and protects patient privacy by serving as a key privacy advisor for patients, handling disputes and managing patient requests regarding their medical record.

Requirements:

· Coordinates corporate privacy activities which include overseeing the establishment, implementation and adherence to corporate policies on patient privacy, confidentiality and release of patient information.

· Reviews new or revised government healthcare laws and regulations pertaining to patient privacy to determine if new policies or modifications of current policies are needed.

· Conducts privacy risk assessments and internal privacy audits.

· Manages patient privacy disputes and requests for changes to their medical record.

· Increases the public’s awareness of the organization’s efforts to preserve patient privacy.

· Oversees the development and delivery of privacy training and awareness.

· Works closely with Health Information Management, Information Technology and Marketing departments.

· Ensures that record custodians correctly protect and archive patient information.

· Ensures that the organization’s privacy protections keep pace with technological advances.

· Participates in outside healthcare organizations to stay updated on privacy developments and “best practices” for patient privacy.

· Reports to the organization’s executive officers on emerging legislation/regulations and how the company is currently dealing with privacy issues.

General Skills:

· Good verbal and written communication skills

· A high level of integrity and trust

· Knowledge and understanding of technology-related law and public policy experience, clinical research and related issues

Professional Certification or Experience:

Registered Health Information Administrator (RHIA)


